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F OREIGN PUBLIC CORRUPTION has become 
a hot topic in board rooms and executive 
suites. Why? Because of record settlements 

in a string of high profile cases, such as Daimler, 
BAE, KBR and Siemens.1 The Department of Justice 
has also raised the heat further by prosecuting 
individuals, not just companies, for Foreign 
Corrupt Practices Act violations and by using 
the kind of tactics, such as undercover agents, 
taped conversations and stings, typically used 
in organized crime and narcotics cases.2 And the 
Securities and Exchange Commission recently 
created a specialized line unit to handle FCPA 
cases. 

Given this increased governmental activity, U.S. 
companies faced with FCPA risk will increasingly 
seek to assess their potential exposure by turning 
to counsel to conduct internal investigations. But 
internal FCPA investigations pose unique challenges 
for lawyers, investigators and clients. 

Since much of the conduct in question occurs 
overseas, issues that otherwise do not exist in 
domestic investigations must be addressed. 
Specifically, what privilege laws will apply with 
regard to the attorney-client communications 
taking place in foreign jurisdictions? How will U.S. 
courts approach foreign laws on privacy and data 
protection applicable to information not otherwise 
protected by privilege?

This is a new world for many U.S. lawyers. 
In this article we provide a number of practical 
suggestions for those about to undertake cross-
border investigations. 

High Value of Internal Investigations

The Daimler and Siemens cases illustrate 
how an internal investigation may mitigate FCPA 
exposure. 

Daimler entered into a deferred prosecution 
agreement with the Justice Department in which 
it admitted making millions in payments to foreign 
government officials in 22 countries between 1998 
and 2008. Under the terms of the agreement, which 
took into account the company’s cooperation with 
the government, Daimler agreed to a $93.6 million 
criminal fine, and $91.4 million civil fine to settle 
a parallel SEC FCPA investigation.

But that catalogue of payments was not 
discovered by Justice Department or SEC sleuths. 
Rather, Daimler, in order to secure cooperation 
credit, conducted an internal investigation, 
turned over the results of that investigation to the 
government, and put in place an FCPA compliance 
monitoring program in an effort to avoid future 
recurrences.

And how much cooperation credit can a 
company receive from the government? Recently, 
the Justice Department provided a hint. 

Siemens conducted an extensive, world-wide 
internal investigation into corrupt payments 
made on behalf of Siemens to public officials in 
a variety of countries, and produced the results 
to the Justice Department and other regulators. 
Justice Department Criminal Division Chief Lanny 
A. Breuer, in a May 26, 2010 speech to compliance 
professionals, said that Siemens wound up 
receiving a penalty “67 to 84 percent less than 
what it otherwise could have faced had it not 
provided extraordinary cooperation and carried 
out such extensive remediation.”3 

If the figure is taken at face value, the government 
is actively incentivizing public companies to 
conduct internal investigations. 

Attorney-Client Privilege Applicability

U.S. companies often task lawyers to take the 
lead in internal investigations in order to maintain 
the attorney-client privilege, thereby potentially 
protecting confidential business information. 

This mechanism is well understood in the United 
States, because legal communications between 
lawyer and client are subject to the attorney-client 
privilege. And in corporate contexts, it usually 
matters little whether the lawyer in question is 
inside or outside counsel. 

Not so abroad: many foreign countries do not 
regard communications between in-house counsel 
and company employees to be privileged.4 

Recently in the European Union, the Advocate 
General of the European Court of Justice (AG) 
delivered an opinion on April 29, 2010, in the 
closely watched privilege case, Akzo Nobel 
Chemicals Ltd v. European Commission.5 The 
AG disappointed foreign and in-house lawyers by 
upholding the existing EU rule that those lawyers 
cannot have privileged communications with their 
corporate clients. And while AG opinions are not 
binding, they tend to have great influence on the 
EU Court of Justice, the EU’s court of last resort 
in matters of EU law.6

The issue in Akzo was the treatment of e-mail 
printouts between a company’s managers and 
in-house counsel. The documents had been seized 
by the European Commission from company offices 
in the United Kingdom during the course of an anti-
competition investigation. The lower court (the 
Court of First Instance) held that the documents 
were not privileged, and the AG agreed. 

The AG premised her opinion on the principle 
that, in the EU, the privilege extends only to “a 
communication with an independent lawyer, that 
is to say with a lawyer who is ‘not bound to the 
client by a relationship of employment.’”7 Citing 
prior European Court of Justice precedent from 
1982, AM&S v. Commission,8 the AG concluded 
that in-house lawyers who are paid by a company 
do not satisfy that requirement.

The AG concluded further that communications 
with foreign outside lawyers also are not privileged 
because “[i]n many cases, it would not even be 
possible to ensure that the third country in 
question has a sufficiently established rule-of-
law tradition which would enable lawyers to 
exercise their profession in the independent 
manner required.”9 And the issue is not limited 
to EU; China also limits the applicability of the 
attorney-client privilege.10

How does this evidentiary rule affect an 
internal investigation involving the FCPA, where 
a company may be asked to disclose the results 
of its investigation to the Department of Justice 
and/or the SEC in order to obtain cooperation 
credit? It means that counsel need to be sensitive 
that inquiries in EU countries may not be afforded 
the kinds of privilege protections typically found 
in U.S. internal investigations.

And, assuming that the company will 
contemplate turning information gathered abroad 
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over to the government to obtain cooperation 
credit, how will this foreign privilege rule be 
viewed in the United States? It depends. 

To determine whether foreign law rules 
apply, U.S. courts most commonly invoke the 
“touching base” test, which provides that if the 
communications touch base in the United States, 
then U.S. law will apply.11 On the other hand, if the 
communications do not make contact with the 
U.S., courts may apply the law of the jurisdiction 
that has the greatest interest in whether the 
communications are held to be confidential.12 

In the absence of touching base in the United 
States, therefore, companies seeking to preserve 
privilege will need to rely on outside counsel who 
are independent of the company.

Privacy/Data Protection, Labor Laws

Many countries establish different and 
stricter standards for the protection of personal 
information than what is found in the United 
States.13 

For instance, the EU’s Data Privacy Directive,14 
which has been incorporated into the laws of many 
nations, requires consent to use personal data and 
limits its transmission. And within in the EU, works 
councils afford to workers the right to information 
and consultation on company decisions.15

How will privacy and data protection laws be 
viewed in the United States? The U.S. Supreme 
Court provided some guidance in Societe Nationale 
Industrielle Aerospatiale v. U.S. District Court.16 
The United States is a signatory to the Hague 
Convention on Taking of Evidence Abroad in 
Civil or Commercial Matters,17 which provides 
rules for resolving privilege issues with respect 
to communications involving other Convention 
member states. The Hague Convention allows 
parties to litigation in signatory states the right 
to “refuse to give evidence insofar as he has a 
privilege or duty to refuse to give the evidence 
(a) under the law of the state of execution; or (b) 
under the law of the state of origin.” 

Societe Nationale provides factors to be 
considered in determining the applicability of 
foreign privacy laws under the Hague Convention.18 
Referring to this balancing test as a “comity 
analysis,” the opinion sets out the following 
elements: 

• the significance of the evidence requested 
to the litigation at hand;
• the level of detail in the request;
• whether the evidence came from the United 
States;
• the ability to get the information from other 
sources or means of procurement;
• interests of the United States in compliance 
or the interests of the other state in 
noncompliance.19

In practice, it appears that the last factor, 
the balancing of national interests, receives the 
greatest attention. U.S. courts have considered the 
nature and intent of the statute and whether it was 
enacted to protect information from use in foreign 
litigation or whether there is a genuine national 
interest in keeping such information secret.20 U.S. 
courts appear more likely to assert U.S. interests 
in disclosure when federal statutory rights and 
liabilities are in question.21 

Tips for Cross-Border Investigations
Given potentially substantial limitations on the 

attorney-client privilege, as well as data access 
and distribution, counsel and their clients must 
have a clear understanding as to what can and 
cannot be obtained in foreign jurisdictions. Here 
are a few tips. 

• Review the laws of privilege, employee rights 
and data protection in all jurisdictions potentially 
involved in the investigation.

• Undertake that review before commencing 
the investigation in the foreign jurisdiction.

• Involve local counsel, to develop an 
understanding of local laws, customs and 
culture.

• Use outside counsel licensed in the local 
jurisdiction to conduct the investigation, and to 
preserve privilege claims.

• Recognize that there may be conflicts of law 
between jurisdictions, and in some areas (such 
as the EU) more than one set of laws may apply 
in any given area. 

• Recognize that labor laws and employee 
rights vary from jurisdiction to jurisdiction, and 
that employees may have greater due process 
and disclosure rights than exist in the United 
States. 

 • Do not assume that the privilege, labor and 
data protection laws of foreign jurisdictions will 
be in line with U.S. law. 

• Do not lose sight of the fact that the absence 
of privilege and disclosure of communications 
in one jurisdiction may result in the loss of 
privilege and disclosure of communications in 
other jurisdictions.

• In the event that government regulators 
are aware of the internal investigation, consider 
educating them on the foreign rules ahead of time, 
lest they be later surprised by a course of conduct 
during the internal investigation dictated by those 
foreign rules. 

By knowing the rules before leaving the United 
States, counsel may reduce the risk of inadvertent 
mistakes, and may avoid some of the more obvious 
pitfalls one encounters in cross-border internal 
investigations. 

Since the amount of credit a company receives from 
the government can be affected by the quality and 
effectiveness of the internal investigation carried out, 
counsel should do everything possible to ensure a good 

result. Knowing the foreign rules before going should 
therefore be at the top of everyone’s checklist.
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Since much of the conduct during 
an internal FCPA investigation 
occurs overseas, what privilege 
laws will apply to attorney-client 
communications taking place in 
foreign jurisdictions? How will 
U.S. courts approach foreign laws 
on privacy and data protection 
applicable to information not 
otherwise protected by privilege?


